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DECISION 
GROUP

Tactic Lawful Interception 
System Package 
For Cyber Investigation, Lab and Training 
of Law Enforcement Agency

Decision Group Basic Tactic LI Package Contains

Online Demo and Reference upon Available by Request
Please contact with decision@decision.com.tw, if you are interested in this 
package. We will provide detail information for your request.
Reference whitepaper downloading site: http://www.edecision4u.com

NPFAT – Network Packet Forensic Analysis Training / 3~5 days
LI Training – Introduction to Lawful Interception / 3 days

1 set of KVM and Monitor for local management

Brace frame for cable management

Tracking Sensor (GPS or NFC)

1 set of UPS for power management

Ventilation facility

Options

This package provides edge cutting functions of data access, data 
delivery, content reconstruction, and data analysis within one box 
for cyber investigation.

It can perform the interception operation on both non-HTTPS and 
HTTPS traffic, especially on those popular mobile services.

It can be integrated by LEA requirement with different applications 
of SIEM, Link Analysis, Text Mining…etc., and upgraded into regular 
ETSI-compliance LI platform.

It can be used for different telecom packet data networks of fixed 
network, IMS, WiMax, UMTS, and eUTRAN by lower total cost of 
ownership.

Remote Operation and Management with high level security 
mechanism and activity log for auditing.

Advantages

Training Programs

1 set of 24-port Switch 5

1 set of VPN Router for security control on data access 
and transmission 4

22U rack with rollers 6

1 set of Data Retention Management System for data 
retention and analysis 2

1 set of Traffic Load Balancer for traffic load control and high 
availability mechanism3

3 sets of E-Detective Systems for interception on both HTTPS and 
non-HTTPS traffic, data reconstruction, data correlation if 
provision data available1



Interception on 140+ popular services on generic computing 
systems (PC and Laptop) and mobile platforms (Android and iOS) 
through browser and APPs, such as POP3, SMTP, IMAP, Gmail, 
Facebook, Twitter, WhatsApp, Line…etc. with provision data and 
content information for cybercrime monitoring and analysis.*

*detail support online service list may be changed due to offer change by original 
service providers. Please contact Decision Group for further updating information.   

By introducing DG iMediator and turning on ETSI support 
functions of Tactic LI System Package, you may get a full set of LI 
platform for Packet Data Network segment in Telecom data 
center.

In order to protect your investment, DG Tactic LI Package can be 
upgraded into regular ETSI-compliance LI platform, as example 
below, for your future demand.

Such as packet data network 
in POP Center of ISPs, 
IMS…etc. 

State Internet Exchange 
Gateway, marine and 
satellite stations…etc.

Such as PDN part of 
2G/3G, WiMAX and 
LTE…etc.

Investment protection

Target on Online Services

Planned Deployment

For Fixed Network

For Internet 
Exchange Gateway

For Mobile 
Networks


